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OUR
SERVICES

01 Information Security
Assessment

A&P defines an assessment to measure
the maturity and level of risk of an
organization. This assessment is based on
ISO 27001 frameworks and SANS top 20.

Deliverables:
o Risk Analysis.
o Interviews.
o Full Vulnerabilities, weaknesses and
recommendations report.
o Control list to set up.
o Final Presentation.

O 2 Security Awareness

Information Security awareness sessions
for employees. These awareness sessions
will be also composed of best practices
depending your working sector.

Deliverables:
o 1/2 day of training.
o Awareness specific for your sector of
activities.
o Electronic support.
o NDA and security policy.
o PowerPoint presentation.

HOW A&P HELP THEIR CLIENTS ?

The entrance of new businesses using digital and data-driven technologies on the market
is putting pressure on existing organizations to set up digital and data-driven initiatives.
These new technologies are changing the traditional business models and allow new
entrants to approach potential clients more effectively and on a larger scale.

A&P is a consulting firm for Businesses & Professionals. Cutting-edge advisory on trust
matters in the digital era leads to better customer acquisition, greater customer loyalty,
and more revenue.

A&P brings a pragmatic solution adapted to the size (SME, PME or Big Enterprise) and
budget (‘(Chéques entreprises’, Brussels subsidies, ..) of your business.
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03 Phishing test and

Awareness Brussels School
Test your abilities and employee's ‘ Economics & Management
capacity to spot phishing e-mails, websites
and documents. L et

Deliverables: e CYBER SECURITY

o Anclysie and Report COALITION..

o Awareness session for employees. ot
Internet Security Y+ CENTREFOR  mmm
O4 Review and .. BELGIUM === CIONET
Vulnerability
Internet security risk review with periodic _AG 0 R I A S S smm a—
vulnerability assessments. Client will be Embracing technology IJ I-
informed when the situation is at risk Embracing ambition o YEE =N i

(email gateway, internet site, VPN
gateway, FTP, ..). Some recommendations

. . > T k
will be issued periodically.
Deliverables: A I }

° Network Security. ATAYA&PARTNERS HightechPartners
E-privacy.

Cookies Policy.

E-mails security.

o
o
o
o DNS.

05 CISO As a Service

Package
By supporting the CIO with external
I N F R MAT I N services that lay the foundation for sound
IT Governance and IT Management.
Objectives are to help CISOs and
Management Boards to assess, reorganize
S E C U R I TY and instill best practices for streamlined
organizations facing a digital
transformation.

Ataya & Partners can propose the
Information Security Package to areally

Deliverables:

i ) ’ ) o CISO’'s advises depending of each
attractive price. This package is composed of organisations.

the six different services aformentioned.:
Security Assessment 06 Social Engineering Test

Security Awareness
Phishing Tests Social engineering !slthe term .u.sed fora
. broad range of malicious activities
Internet Security accomplished through human interactions.
Social'Engineering Tests It uses psychoLogicaL manipqlation to trick
. users into making security mistakes or
CISO As a Service giving away sensitive information.

, Deliverables:
Please, contact us for more details. o Vulnerabilities report.

o Awareness session for employees.
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